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HEI0] O[0IX ool F2 CHEE T2 AHE FUALCH , ,
sh -c set -ex; key="B9TBOAFCAA1A4TF044F244A07FCCTD46ACCCACF8'; -
L7 AL BIT0|E ) M THI|R] K| HE0|L] LKA “apt-get update’ HUNE AFE6-0 TN 2 AES HE|0|E8 = gpgconf@2.2.40
1, "ca-certificates” 2| “wget” 2 Y WIS FHGLICL OIS IS HUSE U] ol A28l HY L2 R =
1 Zatt=FEE 3 a YA &2 feydo b=k b -
¥ gpgsm@2.2.40
2. **Gosu 41**: 0| #0lof= *gosu’ & DIRZEHT MRS HES THEUN. “gosu’ = “sudo” el b4 £72, 55 =/usr/local/sbin:/usr/local/bin:/usr/sbin:/usr/bin:/sbin:/bin:/usr/lib/pos---
AW S A HFND, sudo’ o E2| TTVRH ME HE 2HE WA EUCL ol Hellold ol 4 HH - @2.2.40
5 OIS A 4 2 LI ERSION=16.2-1.pgdg120+2 Al =
3, o AE BEC P2 “gosy’ Hlo|i2l jele] REYD QTR 57| Y3 6P MEE BIHLIC. ol AHE 54 . R N FeRRRee R END PRIVATE KEY
L L i o ks s o sh - set -ex; export PYTHONDONTWRITEBYTECODE=1; dpkgArch="$(d"-- > less@530 B
L. 16  RUN /bin/sh -c set -eux; dpkg-divert --add --rename --divert "/usr/share/postgres---
L 17 RUN /bin/sh -c mkdir -p /var/run/postgresql && chown -R postgres.postgres /var::+
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